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What are the spheres and directions in the field of maritime economics that
are of most relevance to policy makers in coming years. Probably, there will be as
many views on this as there will be readers of this newsletter, and any feedback on
the following thoughts will be more than welcome.

In order to produce relevant research, probably the distinction between
maritime and other fields of economics will need to be somewhat blurred. Just as
there are ever fewer “maritime nations”, maritime transport today is but one
component of international logistics, demand for which is derived from international
trade. Equivalently, on the supply side, there are now many different maritime
businesses, as countries tend to specialize in different components of this industry. In
the context of globalization, international maritime trade is becoming increasingly
relevant for development, implying that those who work as “maritime” researchers
find themselves with a growing field of action. We see principally three main spheres
into which policy relevant fields of maritime economics could be grouped:

The first such sphere is related to the environment and other externalities such
as safety and security. This is relevant, for example, for international conventions at
the IMO, the policies that aim to promote coastal shipping, or the incorporation of
environmental standards into port privatization processes. Also, new security
requirements have been a common topic at recent UNCTAD events. As transport
policy we have to make choices about investment, subsidies and taxes that affect
different transport modes, the economic, environmental and social impacts of
maritime transport will need to be estimated, and those estimates need to be
incorporated into trade and transport forecasts. This represents a complex research
task, where those who specialize in ports and shipping need to cooperate with those
who know about global warming, terrorism, or unemployment.

A second sphere where we see a growing “demand” for research by maritime
economists is related to international trade, economic integration and
competitiveness. A rich literature is evolving around this topic, although it appears
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that it is rather the mainstream economists that are entering the field of maritime
transport, rather than port and shipping specialists who would be moving into the
broader field of international trade economics. An example is Fink et al (2000), from
the World Bank’s Development Research Group, who caused some quite polemical
discussions among maritime economists with their recommendations about liner
shipping cartels. International trade models used to take transport for granted,
assuming that distance would be a good “proxy” for these transport costs. Recent
research, however, has shown that distance is a bad proxy for transport costs.
Demand for transport services is a derived demand from trade. Hence, the virtuous
cycle between better and less expensive transport services, higher volumes of trade,
and thereafter even better transport services due to economies of scale is a topic
where port and shipping analysts can make valuable contributions to trade forecasts
and transport policies.

A third sphere of maritime research that increasingly touches upon other
fields of economics is the maritime business as such — or rather the different maritime
businesses. Whereas, in the past, a “maritime nation” had its own, sometimes even
state owned, shipping companies, using the national flag, employing seafarers from
its own nautical schools and vessels from national shipyards, which were classed,
financed and insured by other national companies, today the situation is quite
different. Increased transit and transhipment of cargo allows countries to participate
in the port business even without much national trade. Those countries that today
build ships also build cars or machinery, but are not necessarily known for long
seafaring traditions. To identify comparative advantages in any of these maritime
businesses requires complex industry analysis that needs to go beyond the ships and
their ports of call.

A next step could be to formulate the above broad spheres of research into
goals of a maritime policy, and then to see how these spheres are related to each
other. The goals would thus be:

a) to reduce environmental and other transport-related externalities;

b) to promote economic integration and trade competitiveness through better
transport services; and

¢) to generate employment and taxable income in the transport business.

Among these different goals there may exist synergies, or conflicts of interest.
An example of a conflict of interest is the reservation of cabotage to nationally
flagged vessels. This is usually done to maintain a “national fleet”, creating
employment and taxable income. It is, however, detrimental to lowering transport
costs because it tends to prevent international vessels that carry the country’s exports
from making use of spare capacity along the coast. Also, it makes coastal shipping
less competitive as compared to the environmentally less desirable truck traffic.

On this occasion wanted to highlight some of the key issues in the field of
maritime security and safety, which may be of particular interest to parties engaged in
international trade and transport. These include developments relating to maritime
and supply chain security. Issues related to piracy will, for reasons of space, not be
covered. However, a separate document on issues related to piracy is in preparation
by the secretariat.

Maritime and supply-chain security. There have been a number of
developments in relation to existing maritime and supply-chain security standards that
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had been adopted under the auspices of various international organizations such as the
World Customs Organization (WCO), IMO and the International Organization for
Standardization (ISO), as well as at the European Union (EU) level and in the United
States, both important trade partners for many developing countries.

In 2005, WCO had adopted the Framework of Standards to Secure and
Facilitate Global Trade (the SAFE Framework)', with the objective of developing a
global supply-chain framework. The SAFE Framework provides a set of standards
and principles that must be adopted as a minimum threshold by national customs
administrations. These standards are contained within two pillars - pillar 1: customs-
to-customs network arrangements, and pillar 2: customs-business partnerships’. The
SAFE Framework has fast gained widespread international acceptance and as of 1
March 2011, 164 out of 177 WCO members had expressed their intention to
implement it’.

An important feature of the SAFE Framework is the concept of Authorized
Economic Operators (AEOs)’, which are essentially parties that have been accredited
by national customs administrations as compliant with WCO or equivalent supply-
chain security standards. Special requirements have to be met by AEOs in respect of
physical security of premises, hidden camera surveillance and selective staffing and
recruitment policies. In return, AEOs are typically rewarded by way of trade
facilitation benefits, such as faster clearance of goods and fewer physical inspections.

In recent years, a number of agreements on mutual recognition of AEO
programmes have been concluded, mainly on a bilateral level. However there still
appears to be a lack of consensus on what mutual recognition means in practice.
According to the SAFE Framework, for a system of mutual recognition to work it is
essential that:

* There is an agreed set of common standards that include sufficiently robust
action provisions for both customs and AEOs;

» Standards are applied in a uniform manner so that one customs
administration may have confidence in the authorization of another;

* If the certification process is delegated to a designated authority by an
authorizing customs administration, that there is an agreed-upon mechanism and
standards for that authority;

;Legislation to enable the implementation of a mutual recognition system is
in place’.

' A June 2011 updated version of the SAFE Framework is available at: http://www.wcoomd.Org/files/1
.%20Public%20 files/PDFandDocuments/Procedures%20and%20Facilitation/safe_package/safe package 1 2011.pdf.
2 Pillar 1 is based on the model of the Container Security Initiative (CSI) introduced in the U.S. in 2002. Pillar 2 is
based on the model of the Customs-Trade Partnership against Terrorism (C-TPAT) programme introduced in the U.S.
in 2001. For more information on these as well as for an analysis of the main features of the customs supply chain
security namely advance cargo information, risk management, cargo scanning and Authorized Economic Operators
(AEOs), see “WCO research paper No.18, The Customs Supply Chain Security Paradigm and 9/11: Ten Years On and
Beyond”, September 2011, available at www.wcoomd.org. For a summary of the various U.S. security programmes
adopted after Septemeber 11 see UNCTAD report Container Security: Major initiatives and related international
developments , UNCTAD/SDTE/TLB/2004/1, available at http://r0.unctad.org/ttl/ttl-docs-legal-reports+docs.htm

For the list of WCO members who have expressed their intention to implement the SAFE Framework, see
http://www. wcoomd.org/files/1.%20Public%20files/PDFandDocuments/Enforcement/FOS_bil_05.pdf.

The SAFE Framework AEO concept has its origins in the revised Kyoto Convention which contains standards on
“authorized persons”, and national programmes.
3 WCO Safe Framework of Standards, June 2011, p.49.
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In June 2010, WCO issued its SAFE Package, bringing together all WCO
instruments and guidelines that support its implementation’. A number of updates
have recently been made to this package. This includes the 2011 version of the SAFE
Framework, providing a separate annex for data elements for security purposes and
incorporating the remaining 10 + 2 data elements into those that were listed in the
previous version of 2007, with the aim of improving WCO members’ risk assessment
capabilities in this sphere. The 2011 version of the SAFE Framework also includes
definitions of the terms scanning and screening to clarify their use in day-to-day
customs work. Other updates include 2011 versions of the Compendium of
Authorized Economic Operator (AEO) Programmes, reflecting relevant data as of
June 2011, and of the WCO Guidelines for the Procurement and Deployment of
Scanning/NII Equipment.

In addition, a new set of Guidelines for Developing a Mutual Recognition
Arrangement/Agreement was added to the SAFE Package. As noted above, mutual
recognition is a broad concept embodied within the WCO SAFE Framework, and its
interpretation might still be unclear. Therefore, the issuance of the new Guidelines
aims to assist States and industry in this respect. According to the Guidelines, mutual
recognition is a concept “whereby an action or decision taken or an authorization that
has been properly granted by one customs administration is recognized and accepted
by another customs administration” -based on a formalized document generally
termed Mutual Recognition Agreement (MRA) or Mutual Recognition Arrangement.
As concerns the objective of mutual recognition, the Guidelines note: “one customs
administration recognizes the validation findings and authorizations by the other
customs administration issued under the other programme and agrees to provide
substantial, comparable and, where possible, reciprocal benefits/facilitation to the
mutually recognized AEOs. This recognition is generally premised on the existence
(or creation) of both relevant legislation (where applicable) and operational
compatibility of both or more programmes.”’

The issue of mutual recognition is also addressed in a WCO research paper,®
where the concept is clarified, in line with the general WCO approach, as follows:

“Mutual recognition of AEOs is perceived as an arrangement or agreement
between two or more customs administrations (or governments) that recognize each
other’s audits, controls and authorizations as equivalent and therefore provide
reciprocal benefits to AEOs. In practice, this means that AEOs authorized by the
partner country are recognized as being as secure and reliable as AEOs authorized by
their own administration and will, therefore, receive benefits such as reduced risk
score and reduced controls when importing into the customs territory.”

The research paper also suggests, however, that some advocate a more
expansive interpretation. Some assert that an AEO accredited by one mutual
recognition agreement party should have exactly the same status and be recognized as
an AEO by the other party or parties to that agreement, and thus need not apply in the

% The SAFE package is available at: www.wcoomd.org’/home pfoverviewboxes_safepackage.htm.
7 See Guidelines for developing a mutual recognition arrangement/agreement, 2011, p.2.

8 See WCO research paper No.18, The Customs Supply Chain Security Paradigm and 9/11: Ten Years On and
Beyond, September 2011, available at http://www.wcoomd.Org/files/1.%20Public%20files/PDFandDocuments/
research/18_CSCSP_911.pdf.
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country of the other party. It is unclear whether this last interpretation is significant or
necessary, considering that international trade is dominated by SMEs with a limited
geographic range of trade compared to multinationals.

In recent years, a number of MRAs have been adopted by customs
administrations, usually on a bilateral basis. However, it is hoped that these will, in
due course, form the basis for multilateral agreements at the subregional and regional
levels. The first MRA was concluded between the United States and New Zealand in
June 2007. As of 30 June 2012, 19 bilateral MR As have been concluded and a further
10 are being negotiated between the following: China-EU, China-Japan, Japan-
Malaysia, China-Republic of Korea, Hong Kong (China)-Republic of Korea, India-
Republic of Korea, Israel-Republic of Korea, New Zealand-Singapore, Norway-
Switzerland and Singapore-United States. Many countries already having customs
compliance programmes’ are also in the process of adopting legislative measures and
taking other steps necessary to establish their own AEO programmes. As of 30 June
2012, 23 AEO programmes have been established in 49 countries and eight more
countries plan to establish them in the near future'’.

At the regional level, EU and the United States have continued to develop
measures to improve maritime and supply-chain security. Given the particular
importance for many developing countries of trade with EU and the United States, it
is pertinent to mention certain developments in this context.

As regards EU, previous editions of the Review of Maritime Transport have
provided information on the security amendment to the Customs Code (Regulation
648/2005 and its implementing provisions), which aims to ensure an equivalent level
of protection through customs controls for all goods brought into or out of the
customs territory of EU.

Part of these changes involved the introduction of provisions regarding
AEOs, a status that reliable traders may begranted and which entails benefits
intermsof trade facilitation measures. Subsequent relevant developments, such as the
recommendation for self-assessment of economic operators to be submitted together
with their application for AEO certificates, and the issuance of a revised self-
assessment questionnaire, to guarantee a uniform approach throughout all EU
member States, are also worth mentioning.

The EU is in the process of negotiating MRAs with third countries, including
major trading partners'' such as the United States. In this respect, it is worth noting
that EU and the United States signed a decision on mutual recognition of their “secure
traders” programmes, namely the EU AEO and the United States Customs-Trade
Partnership Against Terrorism (C-TPAT) programmes, on 4 May 2012'%."** The
decision represents a formal agreement on mutual recognition of safe traders,
allowing these companies to benefit from faster controls and reduced administration

? Customs compliance programmes are mainly focused on traditional fiscal rather than security criteria.

10 According to information provided by the WCO secretariat. For more information see Compendium of AEO
Programmes, 2012 Edition, available at www.wcoomd.org’/home research_researchseries.htm.

1 MRASs have already been concluded with Switzerland, Norway and Japan. A similar agreement is also being
explored with China.

Preparatory work on mutual recognition was completed in November 2011, when they came to an agreement to
mutually recognize each others secure traders programmes. A copy of the decision is published in the Official Journal
of the European Union, L 144/44, 5 June 2012, p.44-47, at http://eur-lex.europa.eu.
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for customs clearance, enjoy lower costs, simplified procedures and greater
predictability in their transatlantic activities. Importantly, mutual recognition is also
expected to improve security on imports and exports by enabling customs authorities
to focus their attention on genuine spheres of risk. The joint decision started to be
implemented from 1 July 2012".

As noted in previous editions of the WCO, a legislative requirement was
introduced into United States law in 2007" to provide, by July 2012, for 100 per cent
scanning of all United States-bound cargo containers before being loaded at a foreign
port. In October 2009, the United States Department of Homeland Security (DHS)
had acknowledged that the implementation of this scanning requirement was unlikely
to be met, and that the target date would be postponed until July 2014. Relevant
concerns relating to the feasibility of implementing the legislation appear, however, to
remain", as is illustrated by the conclusions of a recent United States Government
Accountability Office (GAO) report'®. On 2 May 2012, an official notification letter
was submitted by the DHS Secretary to the US Congress, thus giving effect to the
anticipated deferral of the requirement for 100 per cent scanning of United States-
bound maritime containers at foreign ports for two years until 1 July 2014. Inter alia,
the letter states that 100 per cent scanning of containers was neither the most efficient
nor a cost-effective way to secure the supply chain against terrorism. In addition,
diplomatic, financial and logistical challenges of such a measure would cost an
estimated $16 billion'”.

Both, the Maritime Safety Committee (MSC) and the Facilitation Committee
(FAL) of IMO consider measures to enhance maritime security as part of their
agenda. In this respect, certain developments at the most recent sessions of these
Committees over the past year, relating to the effective implementation of the
International Convention for the Safety of Life at Sea (SOLAS) chapter XI-2 and the
International Ship and Port Facilities Security (ISPS) Code, to voluntary self-
assessment for port facilities and ship security, as well as to the search for solutions to
stowaway cases, are relevant to the present article.

At its ninetieth session, held from 16-25 May 2012, MSC recalled that it had
previously urged SOLAS Contracting Governments and international organizations to
bring to its attention, at the earliest opportunity, the results of the experience gained

13 EU and USA agree to recognize each other’s “trusted traders”, EU Press Release IP/12/449, 4 May 2012.

4 Implementing Recommendations of the 9/11 Commission Act of 2007. Public Law 110-53, 3 August 2007. For an
analysis of the respective provisions, see UNCTAD’s Transport Newsletter n0.45, first quarter 2010, available at
www. unctad.org/ttl.

“Balancing maritime security and trade facilitation: Protecting our ports, increasing commerce and securing the
supply chain”, Joint Statement by DHS before the House Committee on Homeland Security Subcommittee on Border
and Maritime Security, 7 February 2012, available at:
http://homeland.house.gov/sites/homeland.house.gov/Ale3Sleslitony%20
16 Container Security Programs Have Matured, but Uncertainty Persists over the Future of 100 Percent Scanning,
Statement of Stephen L. Caldwell, Director Homeland Security and Justice, 7 February 2012, GAO-12-422T,
available at: www.gao.gov/products/GAO-12-422T
17 For the full text of the letter, see: www.brymar-
consulting.com/wp/content/uploads/security/Scanning_deferral 120502. pdf
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from the use of the relevant maritime security guidance' for consideration of action
to be taken. One country informed the Committee that it had, in early 2012,
conducted and completed a voluntary self-assessment of its port facilities and ship
security using the guidance provided in the above circulars, which had demonstrated
to it the value of these self-assessment tools. "

A number of maritime security-related measures were considered during the
thirty-seventh session of FAL, held from 5-9 September 2011. During the session the
Committee adopted resolution FAL.11(37), Revised Guidelines on the Prevention of
Access by Stowaways and the Allocation of Responsibilities to Seek the Successful
Resolution of Stowaway Cases®. Finding a solution to stowaway cases can be
challenging because of differences between the national legislation of, potentially,
several involved States: the State of embarkation, the State of disembarkation, the
flag State of the ship, the State of apparent, claimed or actual nationality/citizenship
or right of residence of the stowaway, and States of transit during repatriation. The
revised Guidelines outline comprehensive strategies to improve access control and
prevent intending stowaways from gaining access to ships. They also provide
guidance for public authorities, port authorities, shipowners and masters, to enable
them to cooperate to the fullest extent possible in order to resolve stowaway cases
expeditiously and ensure that an early return or repatriation of the stowaway will take
place.

The Committee also endorsed the inclusion, in the Global Integrated Shipping
Information System (GISIS), of a module on stowaways, and urged member States to
make as much use as possible of the GISIS reporting facilities. In 2008, 494 reports of
stowaway cases were received by IMO, 314 in 2009, 253 in 2010 and 47 in 2011 (up
to August 2011). The reported cases involved 2,052 stowaways in 2008, 1,070 in
2009, 721 in 2010 and 147 in the first eight months of 2011. However, the low
number of reporting sources meant that meaningful analysis of the reports was
difficult®’. Associating the increasing problem of stowaways with a lack of proper
implementation of physical security measures and access controls on board ships and
within port facilities, member States’ obligations to implement fully the provisions of
SOLAS chapter XI-2 and the ISPS Code were recalled and, in particular, the
requirement for flag States to assess, on a continuous basis, all threats to ships entitled
to fly their flag, to set the security level accordingly, and to ensure that ships
implement fully the security procedures appropriate to the security level as detailed in
the ship security plan®.

A number of developments aimed at improving security and facilitation of
international trade and transport are also relevant. In particular, FAL, at its thirty-
seventh session, adopted a set of Guidelines for Setting up a Single Window System

18 .
MSC.1/Circ.1192 on Guidance on voluntary self-assessment by SOLAS Contracting Governments and by port

facilities; MSC.1/Circ.1193 on Guidance on voluntary self-assessment by Administrations and for ship security; and
MSC.1/Circ.1194 on Effective implementation of SOLAS chapter XI-2 and the ISPS Code.
19 Document MSC 90/4/1 (Australia).
20 Resolution FAL.11(37), Report of the Facilitation Committee on its thirty-seventh session, FAL 37/17 Annex 1.
2 pAL 37/17, p.18. Reports on stowaway incidents were received by the IMO from nine Member States; one
Associate Member and one NGO in 2008; from eight Member States, one Associate Member and one NGO in 2009,
from five Member States and one Associate Member in 2010, and one Member State in 2011.
2 .

Ibid., p.21
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in Maritime Transport™. Single window systems enable information to be provided to
multiple users through a single report. Hence they facilitate trade and decrease the
administrative burden on the shipmaster, while at the same time improving the
information flow to both individual port authorities and government agencies
concerned. The Committee also adopted a revised IMO Compendium on Facilitation
and Electronic Business.** The compendium provides updated information, guidance
and recommended formats for electronic exchange of information required by public
authorities for the arrival, stay and departure of the ship, persons and cargo in order to
facilitate clearance processes.

At its ninetieth session, MSC adopted Amendments to the International
Maritime Dangerous Goods (IMDG) Code which are intended to harmonize the
IMDG Code with the amendments to the United Nations Economic Commission for
Europe (UNECE) Recommendations on the Transport of Dangerous Goods (17th
revised edition). The Committee also issued a circular, Interim Measures for Early
Implementation of the Draft Amendments to the International Maritime Solid Bulk
Cargoes (IMSBC) Code®; these measures are set to be adopted in 2013, following
recent incidents associated with the liquefaction of cargoes.

During the last decade, International Organization for Standardization (ISO)
has been actively engaged in matters of maritime transport and supply chain security.
Shortly after the release of the ISPS Code, and to facilitate its implementation by the
industry, the

ISO Technical Committee ISO/TC 8 published ISO 20858:2007, Ships and
Marine Technology - Maritime Port Facility Security Assessments and Security Plan
Development.

Another important contribution is the ongoing development of the ISO 28000
series of standards, Security Management Systems for the Supply Chain, which are
designed to help the industry successfully plan for, and recover from, any disruptive
event. These standards promote a holistic, risk-based approach to managing risks
associated with any disruptive incident in the supply chain, before, during and after
the event.

The core standard, ISO 28000:2007, Specification for Security Management
Systems for the Supply Chain, serves as an umbrella management system that
enhances all aspects of security: risk assessment, emergency preparedness, business
continuity sustainability, recovery, resilience and/or disaster management, whether
relating to terrorism, piracy cargo theft, fraud, and many other security disruptions.
The standard also serves as a basis for AEO and C-TPAT certifications. Various
organizations adopting such standards may tailor an approach compatible with their
existing operating systems.

Thus, the development of modern maritime policy is mainly aimed at
reducing barriers to free movement of goods and maritime traffic in general and
would reduce its negative impact on life activity of humanity.

23 FAL.5/Circ.36.
24 FAL.5/Circ.35.
25 MSC.1/Circ.1441.
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Anomayis

3 TOYKM 30py Cy4acHOi Teopii riobamizalii MOPCHKHH TPaHCIOPT Ha
CHOT'OJHIIIHINA JICHb € JIUIIC OJHUM 3 KOMIIOHEHTIB MDKHApPOIHOI JIOTICTUKH, TTOIUT
HAa SKAH € TOXiMHUM BiJ MDKHapogHoi TopriBii. B ymoBax rioGanmizaiii,
MDKHapoOAHOI MOPCBHKOi TOPTiBNi CTa€ BCe OUIBII aKTyalbHOK IS PO3BUTKY
npobieMa 3MEHIIEHHs TIePelKo]] Ha NUISIXY BUIBHOTO MPOCYBaHHS TOBapiB. Maroun
1Ie Ha yBa3i, Ti JOCIIIHUKH, XTO MPAIIOE€ B MOPCHKUI TPAHCIIOPTHIN cdepi 3HaXOIATh
st cebe Bce 3pocrarode Toiie JisuTbHOCT. Mu 0auMMo, TOJOBHUM YHHOM TpPH
OCHOBHI cepu, B SKHX HOJITHKM BIAMOBIAHUX 00JIACTEH MOPCHKOI EKOHOMIKH
MOXYTh OyTH 3rpyIHOBaHi:

[Nepmra taka obmacTh, MOB'I3aHa 3 HABKOJHILIHIM CEPEIOBUIIEM Ta IHIIUMH
30BHIIIHIMU (haKTOpaMH, TaAKUMHU SK Oe3leKa i 0XOpOoHa CyTHOIIABHOI AisIIbHOCTI.
Lle akTyanpHO, HampUKIaa, A MDKHAPOAHMX KoHBeHIN IMO, momiTHKIB, sKi
CIIpSMOBaHI Ha PO3BHTOK TNPHOEPEKHOTO CYAHOIUIABCTBA, a00 BKIIOYCHHS
EKOJIOTTYHMX CTaHJAPTIB y MPOIECH MpuBaTH3alii mopTiB. KpiM Toro, HoBi BUMOrH
Oe3meku OynM 3araJlbHUMH TeMaMH ocraHHIX pociimkeds FOHKTAJI. B sxocri
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TPaHCIOPTHOI MOJITHKK HE00XiIHO 3p00MTH BUOIp BIAHOCHO IHBECTHUIIIH, CYOCHIIN 1
MOJAaTKiB, sIKi BIUIMBAaIOTh HAa Pi3HI BHUIU TPAHCIOPTY, JOCSITTH HEOOXiIHOTO
E€KOHOMIYHOTO, EKOJOTIYHOTO Ta COI[aIbHOrO BIUIMBY Ha MiSJIBHICTH MOPCBHKOTO
TpaHcnopty. [ns mporo mi ¢akTopu MOBHHHI OyTH OIliHEHIi, 1 i OI[IHKK IOBHHHI
OyTH BKITIOYEHI B TOProBeNbHI i TpaHCHOPTHI nporuos3u. Lle sBise coboro ckianne
3aBJaHHs JOCTIDKEHHS, 1 TUM, XTO CIICIIali3yloThCs Ha TOPTOBIHM 1 CymHOIIaBHIN
JISUTBHOCTI HEOOXIJHO CIHIBIPALIOBAaTH 3 THMH, XTO 3HA€EThCSA NP0 IJI00AJIbHE
MOTEIUIIHHSI, TePOPU3M, a00 0e3pO0ITTSI.

Hpyra obmacth, Ae MU 0auMMO 3pPOCTAlOYMIl «IOMUT» HA JOCITIHKCHHS
MOPCBHKHX EKOHOMICTIB, CTOCYETHCSI MIKHAPOIHOI TOPTiBIi, €KOHOMIYHOI 1HTEerpamii
Ta KOHKYPEHTOCIIPOMOXKHOCTI. bararto nitepatypu omyOiikoBaHa HaBKOJIO ITi€l TeMH,
X04Ya 3/a€ThCS, M0 1€ CKOpilie MmyOiiKallii IpOBIIHUX E€KOHOMICTIB, HK THX, XTO
obepraeThes B chepi MOPCHKOIO TPAHCIIOPTY 1 HEOOXiMHO 00 (axiBii 3 MISITBHOCTI
MOPTIB 1 CYTHOIIABCTBA OUIBII AKTHBHO OO0I3HABAIMCSA B 00JacTi MiXHApOIHOT
CKOHOMIKHA TOpriBii. [lomUT Ha TMOCIYTHd TPAHCIOPTY € TOXITHUM TIIOMUTOM BiJX
TOPTIBJi, TOMY 3JCUIEBICHHS] TPAHCIIOPTHHUX TOCIYT 3a0e3MeuyeThCsl Mepil 3a BCe
30LIBIIEHHSIM OOCSTIB TOPTiBJI, @ BXKE MOTIM 301UIbIIEHHSAM TPAHCIIOPTHUX MOCIYT 3a
paxyHOK eKOHoMil Ha MacmTali, e TeMa, Ji¢ aHaJITUKHA TOPTOBOI 1 CYyIHOIIaBHOT
JUSTTBHOCTI MOXYTh POOWTH HAYKOBHI BHECOK B PO3POOKY MPOTHO3iB TOPTIBII 1
MEPCIIEKTUB TPAHCIIOPTHOT MOJIITHKH.

Tperiii HaNPSMOK MOPCHKUX JIOCITI/KEHb, K1 BCe OlTbIIe 3avinae iHIi ramysi
EKOHOMIKH € Pi3Hi BHJM MOPCHKOT0 Oi3Hecy. Mk THM, B MHHYJIOMY, BEJIMKI MOPCHKI
Jiep KaBU Mallil CBO1, iHO/I1 HAaBITh Y JIep>KaBHIN BIACHOCTI, CYIHOIIJIABHI KOMITaHii, SIKi
BUKOPUCTOBYBaJM HAI[IOHAILHUIA TIparnop, BUKOPHCTOBYBAJIM MOPSKIB 31 CBOIX
MOPCBKHX IIKiT 1 cygHa moOynoBaHI Ha HAIlOHANBHUX Bepdsx, sKi Oynn
Kiacu(ikoBaHi, 1 3aCTpaxoBaHi IHIIMMH HAIIOHAJILHUMHM KOMIIAHISIMH, aJie ChbOrOHI
cHUTyalliss 30BCiM iHIA. 30UTBIICHHS TPaH3UTY 1 TMEPEBAJKH BaHTAXIB JIO3BOJISE
KpaiHaMm OpaTH y4acTh HaBITh y MOPTOBOMY Oi3HECI HaBiTh O€3 BIACHOI HAIlIOHAJIBHOT
toprieii. Ti kpaiHu, siki cboromHi OymyBaTH KopaOii i OymayBaTh aBTOMOOLUTI abo
MalllMHH, ajie He OOOB'SI3KOBO BIJOMI JaBHO MOPCBHKI Tpamuilii. Jljas BUSBICHHS
MOPIBHSJIbHUX IepeBar B OyAb-IKHi 3 IuX cdep MOpChKOro Oi3HECY BHMarae
KOMITJICKCHOTO aHaJli3y rairys3i, sika MOBHHHA BUXOJWUTH 32 PAMKH CYJICH Ta iX IMOpTiB
3axomy.

Heo0xigHo TakoX BCTAHOBUTHU SIK Il oOJacTi moB's3ani MDK coboro. Takum
YMHOM, MeETa JOCIHIPKEHHS MOPCHKOI IONITHKH MOXe OyTH CQOpMYyIbOBaHa SIK
“3a0e3reveHHs] 3MEHIICHHS! BIUIMBY CKOJOTIYHHMX Ta IHIIMX 3O0BHIMIHIX (aKToOpiB
MOB'A3aHUX 3 TPAHCIOPTOM 3 METOK CIHPHSHHS EKOHOMIYHIH iHTerpamii Ta
KOHKYPEHTOCHPOMOKHOCTI TOPTiBIIi IIUIIXOM IOJIIMIIEHHS TPAHCIOPTHUX TOCIYT JUISI
CTBOPEHHSI HOBHX POOOYHX MICIlh 1 OMOJATKOBYBAaHOTO MPHOYTKY B TPAHCIIOPTHOMY
OizHeci”.

3 LBOro MPHBOAY XOTLIOCSA BHUCBITIUTH JESIKI KIIFOUOBI MUTAHHS B Taly3i
MOpPCBKOi O€3MEeKH Ta OXOPOHH, sKi MOXYTh CTAHOBHUTH OCOOJIMBUH IHTEpec IS
CTOpiH, 10 OepyTh Yy4acTh y MiKHAPOAHINH TOPTIBIi Ta TPAHCMOPTHIN HismbHOCTI. [0
HUX BITHOCSITHCS TIOJi1, TOB'SI3aHI 3 MOPCHKHM TI€PEBE3CHHAM 1 OE3MEKOI0 JIaHIIora
MOCTavaHb.

OcTaHHIM YacoM BIOYJOCS P 3MiH MO0 ICHYIOUMX CTaHIApTIB Oe3neKu
MOPCBHKHX JIAHIFOKKIB TIOCTa4aHb, SKi OyinM TPUHHATI WA eriol pi3HUX
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MDKHapOJHUX OpraHi3amii, Takux sik BcecBiTHs MuTHa opranizanis (BMO), IMO, i
MixnapoaHa oprasizaiiis no crangaprusaiii (ISO), a Takox €Bporneiicbkoro Coro3y
(€C) 1 Cnonyuyennx IlIraTiB, 000X Ba)KJIIMBUX TOPTOBENBHUX MapTHEPIB s
0araTbox KpaiH, [0 PO3BHBAIOTHCS.

B 2005 poui, BceciTHst MuUTHaA opranizailisi npuifHsuia PaMKoBi cTaHmapTH
Oesriekn 1 monermieHHs: cBitooi Toprieii (SAFE Framework), 3 meToro po3poOku
rnodanpHOi paMku JaHiioxka moctaBok. SAFE Framework sBisie coboro Habip
CTaHJAPTIB 1 MPUHIIUIIIB, SIKi TOBUHHI OyTH MPUHAHSATI B SIKOCTI MiHIMAJIBHOTO TTOPOT'Y
JUIA HaIllOHAJbHMX MUTHHX ajiMiHicTpamid. L[i HopMHM CKIagarThCsl 3 JABOX
KOMIIOHEHTIB. KoMIOHEHT 1: MUTHI CTaHAapTH IO MIKHAPOAHOI TOMOBJICHOCTI, 1
KOMITOHEHT 2: mapTHepcTBo MUTHOTO Oi3Hecy. SAFE Framework mBuako orpumana
MIMPOKE MDKHapoAHE BU3HAHHS 1 craHoM Ha 1 Oepesnst 2011 p., 164 3 177 unenis
BMO BucnoBuiu cBii Hamip 11 3[iiiCHIOBaTH.

Baxumoro ocobnuBictio SAFE Framework € moHSATTS ynoBHOBa)X€HOTO
exoHoMigHOTro oneparopa (YEQ), siki 1o cyTi € cropoHamu, siki OyIyTh aKkpeJUTOBaHi
HAI[IOHAIbHUMHA MUTHHMH anMiHicTpanisimu, cymicHumu i3 COT, abo exBiBajieHT
JAHIIOKKA TIOCTAaBOK 3a cTaHgapramu Oe3mekn. OcoONMBI BUMOTHM MAalOTh OYTH
3amoBoieHi YEO miogo ¢i3uyHoi Oe3meku NpHUMILICHb, NTPUXOBAHUX KaMmep
BiZICOCIIOCTEPEKEHHS 1 CENIEKTUBHOTO ITATHOT'O PO3KJIaLy Ta KaJpOBOI MOMITHKH. Y
cBoro yepry, YEO, sk mpaBuio, HaaUIAIOTECA OCOOMMU ITOBHOBAKEHHIMH ILITXOM
CIPOILEHHS MPOIEAYP TOPTiBiIi, IepeBaraMy, TaKMMHU SK OUIBII INBUIKANA TEPMIiH
o(hopMIIEHHS TOBApiB 1 MEHIIA KUTBKICTh (DI3UYHUX MEPEBIPOK.

B ocranHi poku 1inuit psg yroa npo B3aeMHe Bu3HaHHA nporpam Y EO Oynu
yKJIaJieHl, B OCHOBHOMY Ha JBOCTOPOHHIA OCHOBi. OJHaK € 1€ BIJICYTHICTh
KOHCEHCYCY MO Te, 0 came B3aEMHE BU3HAHHS O3HAYa€ HA MPAKTHUIN CIPOIICHHS
MPOIIeyp MUTHOTO OpOpMITEHHS.

[MutanHs mpo B3aeMHE BU3HAHHA PO3TILINAETBCS TaKOK BcecBITHROIO
MHUTHOIO OpPraHi3alli€lo Ta MPOBEICHUMH B IHCTUTYTI AOCIIHDKCHHSIMH, 1€ i MOHATTS
PO3'SICHIOETBCS, BiANOBIAHO 3aranbHuM minxogam COT, a came:

Bzaemue BusnanHs YEO crpuiiMaeThcst SIK JOMOBJICHICTh ab0 yrojaa Mix
JBOMa YM JCKUTbKOMa MHTHHMH aJIMiHicTpanisiMu (a0o ypsaamu), sKi B3a€EMHO
BHU3HAIOTh CHUCTEMH ayJHTy, KOHTPOIIO 1 J03BONy B SIKOCTI €KBiBaJeHTa i, OTXKe,
3a0e3neuytoTh B3aeMHi Buroau s Y EO.

JlexTo omHaK CTBEPMKYIOTh, 110 YEQO akpeauToBaHi OJHMM YyYaCHHKOM
yroIy uepe3 B3a€MHE BH3HAHHS TOBHHHI MaTH TOYHO TaKHW e cTaTryc i OyTH
Bu3HaHUM sk Y EO BH3HaHI iHIIIOO CTOPOHOIO a0 CTOPOHAMHM B LM yroii, i, OTXKe,
HE TIOBMHHI JiATH B KpaiHi IHIIOro y4yacHWKy. HescHo, 4l € 1 OCTaHHS
IHTepIpeTallist € CyTTEBOIO a00 HEOOXiTHOIO, BPAXOBYIOUH, 1[0 MIKHAPOIHA TOPTIBIIS
€ JIOMIHGHTOI0 MAaJoro Ta CepeAHbOro Oi3Hecy 3 OOMEXKEeHUM TreorpadiyHuM
Jiara3oHoM.

Ha perionansaomy piBHi, €C i CILIA mponoBxKyrTh PO3POOIISTH 3aXO0IH JUTS
MOJIMIIEHHsT Oe3MeKH MOPCHKOTrO JIAHIIOXKKA ITOCTABOK. BpaxoByrouH o0cOOIHBE
sHaueHHs Toprieai 3 €C 1 CHIA ans OaraThOX KpaiH, IO PO3BHUBAIOTHCS, JTOPEUHO
BIJI3HAYUTH JCSKi 3MIHH B IIbOMY KOHTEKCTI.

Mo crocyetbcs €C, HEOOXIMHO BIAMITUTH MPO MOMPaBKU 10 MHTHOTO
Komekcy (mocraHoBa 648/2005 1 ioro peanizamii IOJOXKEHB), SKI IOKIMKaHI
3a0e3MeYNTH CKBIBAJICHTHUH PIBEHb 3aXHCTy 4epe3 MUTHHHA KOHTPOIb NS BCIX
ExoHoMi4Hi iHHOBamii
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TOBapiB, 1110 BBO3SATHCS B a00 BUBO3ATHCS 3 MUTHOI TepuTopii €C. YacTuHa nuX 3MiH,
MOB's3aHa BBEICHHIM MOJOKEHHS, IO cTOCcyloThesi cratycy YEO, sk HamiitHOrO
Tpeliaepa 1 3a0be3nedye BUTOAM 3aCTOCYBaHHS 3aXOIB IOJO CIPOIICHHS MPOLEIYP
topripii. [Ticist BIAMOBIAHUX 3MiH, TaKKX, K PEKOMEHIAIIS JJIs1 CAMOCTIHHOT OI[IHKH
CKOHOMIYHHMX OIepaToOpiB, OCTAaHHI TOBMHHI OyTH TPEACTaBICHI pa3oM 3
3acrocyBaHHsAM cepTudikaTie YEO, 1 Bumauero meperyisHyTol aHKETH CaMOOI[IHKH,
100 rapaHTyBaTH €IMHUMN MIAXiT y BCiX aepkaBax-wieHax €C.

Komirer 3 Oesnmekn ©a wmopi (KBM) ta Komiter 3i chpolneHHS
¢dopmanbroctel (FAL) IMO po3risiHyTH 3aX0au 3 TOCHJICHHS OXOPOHH Ha MOpI, K
YaCTHHA iX MOPAIOK JCHHMM. Y 3B'SI3KYy 3 IIMM, JEsKi MOil Ha OCTaHHIX CECIAX LUX
KOMITETIB 32 MUHYJHUH PIK, IO CTOCYIOThCs epeKTUBHOTO 3/ilicHeHHsT Mi>kHapoaHOT
KOHBEHIIIT 3 OXOpoHM Joackkoro XuTTs Ha Mopi (COJIAC), tnmaBa XI-2 i
Mixnaponauii cyaeH i moproBux 3acobiB (Komekc OCIIC), Ha moOpoOBiibHIN
CaMOOIIIHKHM JJIf MOPTOBHX CIOPYHI 1 CyldeH 3a0e3nedyeHHs, a TaKoX IS IOMIYKY
pilieHb  O€3KBUTKOBOI'O IMacakhupa BUIAJAKIB, M0 MalOTh BIAHOIICHHS JO
CIIPaBXXHBOTO OTJISITY.

Ha cBoiit geB'sHocTHx cecii, mo BigOynacst 16-25 tpaBus 2012 poky, MSC
HarajaB, 1o BiH panine 3axiukaB JlorosipHi ypsuu Konsennii COJIAC i
MDKHapOJIHI OpraHizaiii JOBOAMTH 10 HOro BiloMma, NMpH MEPIIid K€ MOXKIHMBOCTI,
pe3yabTaTH JOCBIAY 3 BUKOPHUCTaHHS BIAMOBIAHMX 3aXOIiB 3 MOPCHKOI OE3MEeKH 3
METOI0 BU3HAYEHHS i, siki OynyTh npuitHaTi. OnHa 3 kpain noBigomuna Kowirer,
mo Ha novatky 2012 poky, Hero MpOBE/eHI 1 3aBepIIeH] pe3yNnbTaTH J00POBLIbHOT
CaMOOI[IHKM CBOIX MOPTOBUX CHOPYA 1 CynHOBOI Oe€3mekd 3a JO0IMOMOrOl0
PEKOMEHIAIIiH, 1110 MICTAThCS B BHIIE3TaIaHUX MUPKYISAPAX, SKi MPOJASMOHCTPYBAIH
il Mi€BICTh IUX IHCTPYMEHTIB CAMOOIIIHKH.

Ha cBoiii neB'snoctux cecii KBM mnpwuiiHsB monpaBku a0 MiKHApOgHOT
MOPCBHKOT KOHBEHIIIT 3 epeBe3eHHs HeOe3neunux BantaxiB Code 47, ki npu3HadeHi
st ysromkenas MKMITHB 31 3MiHamMu B €BpOINEHChKY EKOHOMIYHOIO KOMICIEO
OOH (€EK OOH) Pekxomenpamii 3 mepeBe3eHHs HeOe3medHHX BaHTaxiB (17-e
neperisiayTe Buaanns). Kpim toro, Komiter BumaB mupkysnsp npo 3abe3nedyBaibHi
3aXO/IM JI0 SKHAWIIBHIIIOL peati3allii mpoeKTy MOnpaBoK 10 MiKHApOJHOT MOPCHKOT
KOHBEHIIIT 3 TiepeBe3eHHs HaBamoBaibHuX BaHTaxiB (IMSBC). Koaekc 3 nux 3axofis
noBHHEH Oytu mpuitHsTuii B 2013 pori, micis HEJaBHIX IHIUACHTIB, MOB'SI3aHUX 3
3pIIPKYBAHHSAM BaHTAXKIB.

[potsrom ocrannboro necatumitts, ISO Oepe akTUBHY y4acTh y MUTaHHAX
MOPCBKOT'O TPAHCTIOPTY Ta Oe3MeKH JiaHItora moctaBok. OcHoBHUM cTanmaprom [SO
28000:2007, cmerudikamii IS CUCTEM YIPABJIIHHSA OC3IIEKOI0 JIAHIIOIa IOCTABOK,
CIy)HUTh CHCTEMa YIPABIIHHS, KA IMMiJCUIIOE BCl ACTIEKTH OE3MEeKH: OIIHKY PH3UKY,
TFOTOBHOCTI JI0 HaJ3BUYAMHUX CHUTYyalliif, CTIHKICTh Oe3mepepBHOCTI Oi3HeCy,
BITHOBJICHHS TPY>XKHOCTI Ta / abo0 3amo0iraHHsA CTUXIMHUM JMXaM, HE3aJICKHO Bif
TOr0, CTOCYETBCS II€ TEPOPHU3MY, MIPaTCTBAa KPaabKOK BaHTaXIB, IIaxpaicrsa, Ta
0araTboXx HIIUX MOpYIIeHb Oe3nekr. CTaHIapT TaKOXK CIYXKHUTh B SKOCTI OCHOBHU JUISI
YEO i C-TPAT ceptudikaris.

TakuMm YUHOM, Cy4acHHH PO3BHUTOK MOPCHKOI TOJNITHKH B OCHOBHOMY
CTIPSIMOBAHMI Ha 3MEHIICHHS MEPENIKo] Ha NUISXY BUIBHOTO MPOCYBaHHS TOBapiB Ta
MOPCBKOrO CYyAHOIUIABCTBA B3araji i 3a0e3leyye 3MEHIICHHS WOro HEraTHMBHOI'O
BILIMBY HA KUTTEIISIIBHUCTD JIFOJICTBA.
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